
STOP.THINK.CONNECT. 

Visit the DTI eSecurity website for previous issues of  

Questions or comments?   

Email us at eSecurity@state.de.us  

 

Governor Markell has proclaimed October as “Cyber 

Security Awareness Month”  in Delaware! Check out 

the events planned in the coming weeks:   

Oct 4, 11:30-1:30: Food for Thought —If you live, work 

or can walk to the Silver Lake Blvd area in Dover, this 

event is for you! Amazing food is available for purchase 

from local food truck vendors. Participate in feeding 

your mind with cyber safety tips to keep you and your 

information safe, both at work and at home.  

Oct 27, 11:30-1:00: Cyber for Seniors interactive 

presentation at the Dover Modern Maturity Center.   

Oct/Nov/Dec: Cyber School Safety Presentations —

DTI, State of Delaware Employees and various 

community partners offer fun, multimedia  presentations 

to 4th graders each year. To date more than 37,700 

Delaware students have received this important 

information. Want to help? Register as a volunteer 

presenter or assistant.  

STOP.THINK.CONNECT. TOOLKIT 

 

This newsletter is published by the Delaware Department of Technology and Information and sent to all network users because we need YOUR help to keep our network secure.   

If you would like to view other eSecurity Newsletters, access links, or print a PDF copy,  go to  https://digiknow.dti.delaware.gov/pages/cybersecuritynewsletters.shtml.   

 

Cyber criminals do not discriminate. They target vulner-

able computer systems regardless of whether they be-

long to a large government, a small business or a home 

user. Cybersecurity is a shared responsibility in which 

all of us have a role to play.  The “Stop. Think. Con-

nect.” Toolkit provides resources for all segments of the 

community. Find out more by visiting the US Depart-

ment of Homeland Security. 
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Whether you are a state employee, a business, or a 

citizen, if you suspect a cyber security breach or 

attack has occurred or is occurring, report it as 

soon as possible so that risk reduction measures 

can be started. 

Please visit DTI’s Cyber Incidents page for additional 

information. 

Consider subscribing to State of Delaware e-Security 

news, alerts and advisories. 

CYBER INCIDENT REPORTING 
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