
Hacking the Human Mind: A Panel Discussion 

Join us for a discussion on aspects of Social Engineering.  Topics for this 

discussion will include how psychological principles are used during so-

cial engineering aƩacks to get human targets to accidentally revel sensi-

Ɵve informaƟon and how to combat this through security awareness 

and phish training. 
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security manager for the US Army's 2nd Regional Cyber Center-Western 
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