
Data Privacy in the Digital World Panel Discussion 

Data Privacy has many implica ons on your business; whether you are a 
small business, a large corpora on or somewhere in between.  There 
most likely are privacy laws that you must comply with.  These industry 
experts will make sure you know the best prac ces for data privacy.  
Biography 

Bonnie Adler’s career has focused on regulatory compliance and opera-
onal effec veness for large mul -na onals, most recently as Chief Pri-

vacy Officer of a new Fortune 500 Corpora on. Since 2017, she helps 
mid-market organiza ons tackle evolving data privacy and security risks 
with tailored and affordable solu ons to ‘opera onalize’ data privacy 
governance prac ces, protect informa on, and build digital trust.  
Cer fica ons include CIPP/US, CIPM, CISA, HCISPP, and One Trust Profes-
sional/Expert.  Clients include TrustArc, Deloi e Global, a Pharma tech-
nology solu ons company, and various non-profits. 
 
Jonathan Arena is a 22-year technology & security professional and is 
the founder of ProtectPath. For the last 15 years, he has served as the 
SVP of HOSTING.com’s Global Technical, Security & Customer Opera-

ons. He is CISSP, ITIL & CSM cer fied and holds degrees from Wilming-
ton University. He currently serves on the cyber security program boards 
at both Rutgers University and the University of Delaware & has served 
as an adjunct professor at Wilmington University.  Jonathan was named 
a “2016 Achiever & Innovator Under 40” by the Delaware Business 
Times.  He resides in Newark with his wife, Heidi.  

       Bonnie Adler    Jonathan Arena 



Dr. A oh‐Okine is a Senior IEEE Member; Founding Associate Editor for 
ASCE/ASME Journal of Risk and Uncertainty Analysis; Professor of Civil 
and Environmental Engineering; Professor of Electrical and Computer 
Engineering; and the Interim Academic Director of the University of Del-
aware Cybersecurity Ini a ve. Over the last couple of years, Dr. A oh-
Okine authored two books which are defining the direc on of research 
across disciplines: a) Resilience Engineering: Models and Analysis 
[Cambridge Press 2016] and b) Big Data and Differen al Privacy in Rail-
way Track Engineering [John Wiley 2017]. He served as an Associate Edi-
tor on the following ASCE Journals: a) ASCE Journal of Infrastructure Sys-
tems; b) ASCE Journal of Compu ng; c) ASCE Journal of Bridge Engineer-
ing; d) ASCE Journal of Pipeline Systems Engineering and Prac ce. He is 
currently working with researchers from the United States and Japan on 
Blockchain applica ons to Society 5.0. Dr. A oh-Okine’s areas of re-
search include: cyber resilience of cri cal infrastructure, data science ap-
plica on in railway engineering and graphical probability models. 
 

William Denny is a partner at Po er Anderson & Corroon LLP in Wil-

mington, Delaware, where he leads the prac ce area of cybersecurity, 

data privacy and informa on governance.  Bill is a Cer fied Informa on 

Privacy Professional (CIPP/US) and a Cer fied Informa on Privacy Man-

ager (CIPM) through the Interna onal Associa on of Privacy Profession-

als (IAPP). He has represented public and privately held companies and 
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