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Double, double toil and trouble; Fire burn and cauldron bub-

ble:  Data Privacy and the Double Trouble of GDPR and the 

California Consumer Privacy Act of 2018 

Fundamental changes in data privacy laws will have a significant impact 
on Delaware businesses, as many will be forced to re‐design their data 
security and privacy pracƟces to comply with the new laws.  Some may 
think that the European Union’s General Data ProtecƟon RegulaƟon 
(“GDPR”), and the California Consumer Privacy Act of 2018 (“CaCPA”), 
would not apply to them, because they are located in Delaware.  Howev‐
er, they would be mistaken.  Both laws reach significantly beyond their 
borders.  The California law that was intended to curb the purportedly 
abusive privacy pracƟces of internet giants like Google and Facebook 
vastly overshot its goal.  Although Facebook may have been the target, 
the local pizzeria will bear the law’s brunt. 

Many companies, especially those with an online presence or those with 
customers or service providers outside of our region, will be required to 
comply with the new laws.  Current pracƟces will put many in violaƟon 
of the new laws, where penalƟes for non‐compliance are severe.  As it 
would be infeasible and unworkable to establish one set of policies and 
procedures for residents of EU and California, and another set for every‐
one else, those companies will apply the new policies and procedures to 
everyone.  This will conƟnue to change customer expectaƟons and will 
inspire other states to adopt stronger privacy standards.  It will also push 
others in the business community to follow suit.  The laws represent the 
beginning of a seismic shiŌ in aƫtudes of governments, regulators and 



This presentaƟon will tell you what you need to know about the new 

laws, to whom they apply, and the steps you should take now to move 

toward compliance.  What is your strategy for handling data?  Who are 

your vendors?  How will you track you data flows?  How will you out‐

smart the bad guys who pose as customers requesƟng their infor‐

maƟon?  What updates do you need? 
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