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Enterprises conƟnually wrestle with the looming requirements of 

“what’s next.” The tradiƟonally troubling quesƟon of “Are we secure?” 

now has several follow up quesƟons that involve topics like privacy, mo-

bile/social/cloud plaƞorms, new regulatory/liability exposure, connected 

provider/partner security & the Internet of Things. New quesƟons 

emerge long before we’ve fully answered the last batch of quesƟons. As 

the spectrum of threats behind these quesƟons grows – from naƟon 

states, criminals, hackƟvists, malicious insiders, mistakes, to automated 

aƩacks and malware – how organizaƟons must respond to protect criƟ-

cal data, systems, and infrastructure is evolving.  This session will explore 

new thinking and approaches on how to best ensure the safety, privacy, 

and integrity of an organizaƟon’s most important assets.  Discussion will 

center on how best to assess, evaluate and use your available people, 

process & porƞolio to best address the “Are We Ready?” quesƟons you 

will face.  

Biography 

Paul White  is the Former Chief InformaƟon Security Officer (CISO) of the 
WV Enterprise Resource Planning Board.  Paul is a cerƟfied GIAC Web 
ApplicaƟon PenetraƟon Tester (GWAPT) and a member of the GIAC Advi-
sory Board. He is responsible for building and implemenƟng a security 
infrastructure for the State’s new ERP system. Prior to working for the  



Board he was the Director of ApplicaƟon Development at the WV State 
Auditor’s Office with over 18 years of experience in Oracle databases 
and applicaƟon development. In 2005 he started focusing on infor-
maƟon security and started training and research in PenetraƟon TesƟng 
and Ethical Hacking. Paul is currently a Consultant at Oracle.  


