Lyman Terni

Cybersecurity: A Big Deal for Small Business

Technical Track: Beginner

Increasingly, small businesses are the targets for cyberattacks because
they do business online, store sensitive employee & customer data, and
are suppliers to larger organizations (such as the government). Most
small businesses, unlike larger organizations, lack the resources and sys-
tems needed to combat cyberattacks. This session will cover the most
essential steps small businesses can take to protect their businesses,
their customers and their employees. What should be considered when
hiring or firing employees? What policies/procedures are needed?
Where to get help? This session will introduce small businesses to free
resources available. Each attendee will walk away with some practical
tips, a template of a Written Information Security Plan, and a copy of the
Delaware Small Business Cybersecurity Workbook.
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