today’s breaches

Cybercrimes have increased at an alarming rate. Criminal groups have upped the
ante to compromise networks and steal data through targeted cyber attack cam-
paigns. Protecting against cybercrime has been one of the most pressing issues fac-
ing organizations today. In the past year alone, attacks have skyrocketed and the
threat landscape has shifted. The focus has become “Are we compromised?” and “If
we were to be compromised, how quickly could we contain, respond, and remedi-
ate?”

This talk will discuss the threat landscape today and lessons learned from the latest
breaches to include:

The current threat landscape

Observations on the security posture of different industries
Attacker tactics of note

A case study of a recent breach

The threat horizon

Lessons learned from the latest breaches
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