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The explosion of connected devices in our society, from toasters, refrigera-
tors and doorbells to wearable devices, cell phones and even our cars, has 
changed the nature of the risks we face and led to data being collected in 
ways we could not imagine only a few years ago. This creates new a ack 
surfaces that make them vulnerable to cyber-a ack. I will focus on privacy, 
cybersecurity, and data ownership concerns through two use cases: con-
nected cars and connected health care devices. 
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