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SolarWinds:  Supply Chain A ack 

This presentaƟon will discuss the significance of the SolarWinds aƩack. In 
2020, a major cyberaƩack suspected to have been commiƩed by a group 
backed by the Russian government penetrated thousands of organizaƟons 
globally including mulƟple parts of the United States federal government, 
leading to a series of data breaches. The audience will get an understanding 
of how that aƩack occurred and the implicaƟons for Government and com-
mercial organizaƟons. 
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