Vendor Supply Chain Attacks: Practical Guidance to Manage Legal and
Business Risks

Following devastating supply chain attacks through IT providers SolarWinds,
Microsoft, Kaseya and others, companies and their regulators are turning a
sharp focus on vendor cyber risk. Vendor vetting is more important than ev-
er. Contractual Terms matter. Understand what data is collected and with
whom shared. Ongoing due diligence is critical. Beware of fourth-party risk.
This presentation will provide practical guidance on what companies should
be doing now.
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