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Delaware Cybersecurity Advisory Council  
2023 Priority Matrix 

 

 

Priority Near Term Priority Long Term 
1 Identify critical infrastructure within the State including 

contacts within those providers for sharing information as 
well as soliciting feedback 

1 Consider if any additional partnerships should be 
created with the industries represented on the 
council 

2 Audit and Compliance Standards – develop product to 
include a table with industry, regulation and standards that 
align with the regulation requirements 

2 Investigate new/current federal funding/grant 
opportunities related to cyber security (ongoing) 
 

3 Workforce Development – develop product to identify 
organizations and non-profits engaged in generating the 
new tech workforce in Delaware 

3 Identity – develop product to identify level of 
identity access aligning with NIST standards and 
types of data classification 

  4 Emerging Technology Risk – AI learning, quantum 
computing 

 


